RRIEEC A P ERFA MY

ApEFAGERTF Wo Transfer (HK) Limited A8 R XEAT (LATREIR “Wo

Transfer 28" ) RERRRIEERCRMY (R “ARE" )

—. ERHNKENGER

ATREIKF . BRAPEHRARAMIRMARS . Wo Transfer ARASEREREHD
AR, HESKREREMSEAXNER (BFEERRTFARER. NEERURE
B RARIHHEIER ) o

Wo Transfer ARAJRESREET B SHKFRERMNERS Wo Transfer ARIRIHE
WRSHE=ZSNEEEEE, UEARRMEFINAERHIRS Wo Transfer A7

HIBRS RE o

Wo Transfer A& FEXEREMMARIABERERPHNASTIE .. R
BER . BRIEFE Wo Transfer RRESHENENXMHE, &M Wo Transfer 2

FHEAIEARARREEOBRRENAGR . MBIHEER, FJUEES Wo

Transfer ARBEZE

—. TM"AGRBEE

EXER 8FENMAGSE. £H. M5 U REUHER . MABIESHESEER I

&

~F o



TABSBER SESHIE. PR, EEMFHE. BLUSRUKR KYC BEZAEREATE
== o

OCRZm ARIER, ik, BiESHE, SMIERA, FTKRAERMNEMEBXE
B MREDHRMNEHICRENZZANDMAGR, BHINEERGERANESLRE
=, UMERMNEEETAERHAEETAERHER .

LSMATIERE “ Ritt, REREMIBEEDWEE" URATEERNEMERIE
MBS o BRIARSN, BAIATEERTIEUTER: ENESHIEFAER, FRFHER,

RIiFE, RITKAER, ITEEE, RESKRMNEMBEXEKREL

=. EREE

BRABERZEMME . BUFSEIIZ R ARSFABRFBRIGIIMER, Wo Transfer A&
SXERFENER, FFHR.

TN, ELUTERAF, Wo Transfer ARTILAAE=AEEZNERMELRAE
ITRBENER:

(1) 28 Wo Transfer AREEXLEREAFRIRA . BEXRK @A 8ExT Wo
Transfer ABHIRFEW =, BFRHEMEDTA (SFEMETARORFIFMFZ) &
BIRETHREIFIRZLE,;

(2) Wo Transfer AER M ABEERMELZE Wo Transfer AERXBESHEMESE
KRB MA, DEERSK / #18) Wo Transfer ATLEXLEER, Wo
Transfer ARAER LRABHERKER Wo Transfer ARME . REEFABERURE

KIEREMZMERLIEXERES,;



(3) ATHFRRHE—RBOLZERS, BMNN=mENKEF U-Share SDK, EUWER
BIEEFRIRIES (70 IMEl/android ID/IDFA %) MGEESEZNHRZKPA AFE

R, UWMERH—RBOZERS . ATENERZE, HIIESE =77 SDK RSE#HIT

<
5>

HERE2RENE, REQNTETBREFHRNNVBERANRZEERK, RIFBEERN
AR, BIIASEEHRZENNTIABBER ., NETEEFH TR [RE+] RENK
RBEERAR, URARPENTAGR, BIUERR

https://www.umeng.com/policy T [&RKE+] FRFAREBE,

. BERNER

Wo Transfer AFRBNRBEMZERARMNRERRIFPENIAGR, SFERR
F SSL. ERMEFFUBERNEE. RIRXEK ., ERAMELRER, HTFHER
AREPRE AR B oI seFERINES, BMER S FEIBRETeEIEZ2RE, BRER
KIRIEERENNEZS, (FRIRKRE Wo Transfer ABTLEEFINERE, WA
AMANE=AERER) , Bit, Wo Transfer A BRI RS RAIL4E R E oA M
e E A RIESFIE . SR Wo Transfer ARMBEMRBHEFOHIELZS
REBERBTINTA (BFERRTINIZEHE) ERAFPNIELATHERHKIKE
BAEXE=, REABERPBEEMBRNE, Wo Transfer AaMIERIEINN
BEEHNESERERE (BEFERRTRIEE. LRFIFBHHENG . IRESHENG
T#%%) . BB, Wo Transfer ARBESEHINAELNER FRRESESEEREE
MEXAF, SMEFRENERUKR Wo Transfer ABXZERNIETRE,

BNZERRIPENTAGRRE,



Wo Transfer AASKEMEFE . A IEAETIEA RHESEREV/FI /At R

A, XAEMBEERET

BARRFAFIEIRET Wo Transfer ABERIPIERFAL EMERNIRE, (BiXLEiR
BOREE K ET W, MBEH, Wo Transfer NASEKRMBIETRANE L Wo

Transfer AEHAAEHN AR BRETHARABTRERBE,

Privacy agreement for Australian users
1. Introduction

1.1 We are committed to safeguarding the privacy of our website visitors
and service users; in this policy we explain how we will handle your personal

data.

2. How we use your personal data

2.1 In this Section 2 we have set out:

(@) the general categories of personal data that we may process;



(b)  in the case of personal data that we did not obtain directly from you, the
source and specific categories of that data;

(c)  the purposes for which we may process personal data; and

(d) the legal bases of the processing.

2.2 We may process data about your use of our website and services

( “usage data “). The usage data may include your IP address, geographical
location, browser type and version, operating system, referral source, length of
visit, page views and website navigation paths, as well as information about
the timing, frequency and pattern of your service use. The source of the usage
data is our analytics tracking system. This usage data may be processed for
the purposes of analysing the use of the website and services. The legal basis
for this processing is our legitimate interests, namely monitoring the use of our
products and services and ensuring we comply with our legal obligations.

2.3 We may process your account data ( “account data “). The account
data may include your name and email address. The source of the account
data is you. The account data may be processed for the purposes of operating
our website, providing our products and services, ensuring the security of our
website and services, maintaining back-ups of our databases and
communicating with you. The legal basis for this processing is the proper
administration of our website and business according to applicable legislation.
2.4 We may process your information included in your personal profile on

our website ( “profile data “). The profile data may include your name,



address, telephone number, email address, date of birth. The profile data may
be processed for the purposes of enabling and monitoring your use of our
website and services. The legal basis for this processing is the proper
administration of our website and business according to applicable legislation.
2.5 We may process information contained in any enquiry you submit to us
regarding products and/or services ( “enquiry data “). The enquiry data may
be processed for the purposes of offering, marketing and selling relevant
products and/or services to you. The legal basis for this processing is that we
will always ask for your consent before processing your enquiry data for the
aforementioned purposes.

2.6 We may process information relating to transactions, including
purchases of goods and services, that you enter into with us and/or through
our website ( “transaction data “). The transaction data may include your
contact details and the transaction details. The transaction data may be
processed for the purpose of keeping proper records of those transactions.
The legal basis for this processing is the performance of a contract between
you and us and/or taking steps, at your request, to enter into such a contract
and our legitimate interests, namely our interest in the proper administration of
our website and business.

2.7 In addition to the specific purposes for which we may process your
personal data set out in this Section 2, we may also process any of your

personal data where such processing is necessary for compliance with a legal



obligation to which we are subject, or in order to protect your vital interests or
the vital interests of another natural person.
2.8 Please do not supply any other person’ s personal data to us, unless we

prompt you to do so.

3. Providing your personal data to others

3.1  We may disclose your personal data to any member of our group of
companies (this means our subsidiaries, our ultimate holding company and all
its subsidiaries) insofar as reasonably necessary for the purposes set out in
this policy.

3.2 We may disclose your personal data to our insurers and/or professional
advisers insofar as reasonably necessary for the purposes of obtaining and
maintaining insurance coverage, managing risks, obtaining professional advice
and managing legal disputes.

3.3 In addition to the specific disclosures of personal data set out in this
Section 3, we may also disclose your personal data where such disclosure is
necessary for compliance with a legal obligation to which we are subject, or in
order to protect your vital interests or the vital interests of another natural

person.



4, Retaining and deleting personal data

4.1  This Section 4 sets out our data retention policies and procedure, which
are designed to help ensure that we comply with our legal obligations in
relation to the retention and deletion of personal data.

4.2 Personal data that we process for any purpose or purposes shall not be
kept for longer than is necessary for that purpose or those purposes.

4.3 We will retain and delete your personal data as follows:

(@)  personal data will be retained for 5 years following the date of collection,
at the end of which period it will be deleted from our systems.

4.4 In some cases it is not possible for us to specify in advance the periods
for which your personal data will be retained. In such cases, we will determine
the period of retention based on the following criteria:

(@) the period of retention of personal data will be determined based on our
legal obligations. Flexe Payments will only store information that is requested
from us by law for a period of 5 years. The rest of the data held/stored by us
will be deleted after the data has been processed in accordance with the
General Data Protection Regulation.

4.5 Notwithstanding the other provisions of this Section 4, we may retain
your personal data where such retention is necessary for compliance with a
legal obligation to which we are subject, or in order to protect your vital

interests or the vital interests of another natural person.



5. Amendments

5.1  We may update this policy from time to time by publishing a new version
on our website.

5.2 You should check this page occasionally to ensure you are happy with
any changes to this policy.

5.3 We may notify you of changes to this policy by email.

6. Your rights

6.1 In this Section 6, we have summarised the rights that you have under
the General Data Protection Regulation. Some of the rights are complex, and
not all of the details have been included in our summaries. Accordingly, you
should read the relevant laws and guidance from the regulatory authorities for
a full explanation of these rights.

6.2 Your principal rights under data protection law are:

(@) the right to access;

(b)  the right to rectification;

(c)  the right to erasure;

(d)  the right to restrict processing;

(e) the right to object to processing;

(f) the right to data portability;



(g) the right to complain to a supervisory authority; and

(h)  the right to withdraw consent.

6.3 You have the right to confirmation as to whether or not we process your
personal data and, where we do, access to the personal data, together with
certain additional information. That additional information includes details of
the purposes of the processing, the categories of personal data concerned
and the recipients of the personal data.

6.4 You have the right to have any inaccurate personal data about you
rectified and, taking into account the purposes of the processing, to have any
incomplete personal data about you completed.

6.5 In some circumstances you have the right to the erasure of your
personal data without undue delay. Those circumstances include:

(a) the personal data are no longer necessary in relation to the purposes for
which they were collected or otherwise processed;

(b) you withdraw consent to consent-based processing; and

(c) the processing is for direct marketing purposes; and the personal data
have been unlawfully processed.

However, there are certain general exclusions of the right to erasure. Those
general exclusions include where processing is necessary:

(a) for exercising the right of freedom of expression and information;

(b) for compliance with a legal obligation; or

(c) for the establishment, exercise or defence of legal claims.



6.6 In some circumstances you have the right to restrict the processing of
your personal data. Those circumstances are:

(a) you contest the accuracy of the personal data;

(b) processing is unlawful but you oppose erasure;

(c) we no longer need the personal data for the purposes of our processing,
but you require personal data for the establishment, exercise or defence of
legal claims; and

(d) you have objected to processing, pending the verification of that objection.
Where processing has been restricted on this basis, we may continue to store
your personal data. However, we will only otherwise process it:

(a) with your consent;

(b) for the establishment, exercise or defence of legal claims;

(c) for the protection of the rights of another natural or legal person; or

(d) for reasons of important public interest.

6.7 You have the right to object to our processing of your personal data on
grounds relating to your particular situation, but only to the extent that the
legal basis for the processing is that the processing is necessary for:

(a) the performance of a task carried out in the public interest or in the
exercise of any official authority vested in us; or

(b) the purposes of the legitimate interests pursued by us or by a third party.
If you make such an objection, we will cease to process the personal

information unless we can demonstrate compelling legitimate grounds for the



processing which override your interests, rights and freedoms, or the
processing is for the establishment, exercise or defence of legal claims.

6.8 You have the right to object to our processing of your personal data for
direct marketing purposes including profiling for direct marketing purposes. If
you make such an objection, we will cease to process your personal data for
this purpose.

6.9 You have the right to object to our processing of your personal data for
scientific or historical research purposes or statistical purposes on grounds
relating to your particular situation, unless the processing is necessary for the
performance of a task carried out for reasons of public interest.

6.10 To the extent that the legal basis for our processing of your personal
data is consent, and such processing is carried out by automated means, you
have the right to receive your personal data from us in a structured, commonly
used and machine-readable format. However, this right does not apply where
it would adversely affect the rights and freedoms of others.

6.11 If you consider that our processing of your personal information infringes
data protection laws, you have a legal right to lodge a complaint with a
supervisory authority responsible for data protection. You may do so in the EU
member state of your habitual residence, your place of work or the place of

the alleged infringement.



6.12 To the extent that the legal basis for our processing of your personal
information is consent, you have the right to withdraw that consent at any time.
Withdrawal will not affect the lawfulness of processing before the withdrawal.
6.13 You may exercise any of your rights in relation to your personal data by

written notice to us.

7. Our details

7.1 Flexewallet Pty Ltd. is registered in Australia, with our offices located at

Level 3, 461 Bourke Street, Melbourne 3000, Victoria, Australia.

Updated as at 06 June 2019
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Euro Privacy Policy for European customers

Wo Transfer's remittance partner in Eruo is EasyEuro. You hereby agree to the

following agreement when using remittance service in Eruo:

EasyEuro (Kitakami Limited) is an innovative global payment service provider,
and is recognised worldwide as a financial connection to corporates and their
business partners. This Privacy Notice describes our data privacy practices
and policies when you interact with us. If our practices and policies change,
we will update this Privacy Notice.

EasyEuro is committed to protect your data, privacy, personal and financial
information, in accordance with the privacy and data protection regulation of
the jurisdictions within which we operate.

Scope of this Privacy Notice

This Privacy Notice applies when you interact with EasyEuro, including all
regions in the world.

For example, this Privacy Notice applies when you:

Use EasyEuro, either directly or through our website or mobile applications;
Interact with EasyEuro on social media;

Contact EasyEuro’ s office;

This Privacy Notice does not apply to the policies and practices of companies

that are not related to EasyEuro. We are not responsible for other company’ s



privacy policies and practices. We don’ t endorse other company’ s policies
and practices when provide a link to a website.
We do not knowingly attempt to solicit or receive information from children or

minors per local law.

1. Why we collect and process Personal Information

We collect and process Personal Information so we can provide you with our
products and services. This includes:

Processing your application;

Providing you service with our website and APP;

Answering your inquiries;

Identifying you in accordance with our obligation under the applicable
regulation and law, including Anti-Money Laundering and Counter Terrorism
Financing Act;

Performing administrative and operational tasks (including systems
development and testing, staff training, and market or customer satisfaction
research).

We also collect your Personal Information so that we can contact you and
provide you with information about products and services that may be of

interest to you.



2. Who do we collect information about

Where reasonable and practical we will only collect your Personal Information
directly from you. However, we may also collect information about you from
third parties, such as a partner or spouse who contacts us on your behalf,
from our contractors who supply services to us, from advisers such as
accountants or lawyers or from other organisations authorised by you.

If you provide Personal Information to us about someone else, you must
ensure that you are entitled to disclose that information to us and that we can
collect, use and disclose that information as set out in the Policy without
having to take any further steps required under law (such as obtain that
person’ s consent). This means that if you provide us with ‘Personal
Information about someone else’ , you must make sure that the individual
concerned understands the matters set out in this Policy and has provided

their consent to be bound by this Policy.

3. Personal Information and other information we may collect

EasyEuro collects Personal Information Data. When you interact with us we
may collect Personal Information that identifies you as an individual or relates
to you as an identifiable individual.

Personal Information we collect may include your:

First and last name;



Address;

Contact information;

Date of birth;

Information to confirm your identity;

Financial information (including business certificates, bank account
information, accounting information and payment reasons).

We may collect additional information, such as your country of birth or your
government identification. Unless we specifically request it, please do not
share with us sensitive Personal Information (e.g., information related to racial
or ethnic origin, political opinions, religion or other beliefs, health, biometrics or
genetic characteristics, criminal background or trade union membership).
Other Information

We may also collect other information that by itself doesn’ t identify you. This
may include:

Browser and device information;

Mobil application usage data;

Details of the transactions you carry out when using our Services, including
geographic location from which the transaction originates;

Information collected through cookies, pixel tags and other technologies;
Demographic information and other information provided by you that does not

reveal your specific identity;



Information that has been aggregated in a manner that it no longer reveals

your specific identity. We may merge Personal Information and other
information. We will treat this information as Personal Information if we are
required to by law;

Information about your visit, including the full Uniform Resource Locators (URL)
clickstream to, through and from our Website or App (including date and time);
products you viewed or searched for; page response times, download errors,
length of visits to certain pages, page interaction information (such as scrolling,
clicks, and mouse-overs), and methods used to browse away from the page

and any phone number used to call our Customer Support number.

4, How do we collect and protect your Personal Information

We collect Personal Information directly from you, and from other sources. We
and our service providers collect Personal Information in a variety of ways,
including:

Directly from you: when you interact with us when

you contact us by telephone, email or via our App or via our website;

you create or update a user profile that includes Personal Information such as
your name and contact details;

you apply for one of our products or services;

you apply for employment with us.



For example, we collect Personal Information from you if you use our services,
call our call centre, or apply to become an agent. If you provide information
about someone else, you represent that you have permission to do so.
Indirectly from other sources: such as public databases, joint marketing
partners, social media platforms (including from people with whom you are
connected), and from other third parties. If you connect your EasyEuro profile
to your social media account(s), some Personal Information from your social
media account will be shared with us, which may include Personal Information
that is part of your profile or your connections’ profiles in social media.

How We Collect Other Information

We collect other information in a variety of ways, including:

Through your browser or device: most browsers collect certain information
automatically through your device, such as your Media Access Control (MAC)
address, computer type (Windows or Macintosh), screen resolution, operating
system name and version, device manufacturer and model, language, or
internet browser. We use this information to ensure that the services we
provide function properly.

Through your IP address: An IP (Internet Protocol) address is a unique
identifier that electronic devices use to identify and communicate with each
other on the internet. We may identify your IP address and log it into our
server log files when you access our websites or mobile applications, along

with the time and page(s) you visit. When you visit our website, we may view



the IP address of the computer or device you use to connect to the internet.
Collecting IP addresses is standard practice and is done automatically by
many websites, applications and other services. We use IP addresses for a
variety of reasons, such as calculating usage levels, diagnosing server
problems and administering the services.

Through the EasyEuro mobile application: if you download and use a
EasyEuro mobile application, we may track and collect usage data, such as
the date and time your device accesses our servers and which information
and files have been downloaded.

From your physical location: we may collect the physical location of your
device by, for example, using satellite, cell phone tower or Wi-Fi signals. We
may use your device’ s physical location to provide you with personalized
location-based services and content. We may also share your device’ s
physical location, combined with information about advertisements you view
and other information we collect, with our marketing partners to enable them
to provide you with more personalized content and to study the effectiveness
of advertising campaigns. You may be able to allow or deny such uses and/or
sharing of your device’ s location, but if you do, we and/or our marketing
partners may not be able to provide you with personalized services and

content.

5. How do we use Personal Information and other information



We will only use your Personal Information for the purpose for which it has
been provided, for reasonably related secondary purposes, any other purpose
you have consented to and any other purpose permitted under the Privacy Act.
The ways that we use your Personal Information may include:

Complete your transactions, respond to your questions, and provide you with
customer service;

Send you transactional and other administrative messages;

Personalize your experience when you use our services;

Invite you to participate in sweepstakes, contests and similar promotions, and
to administer these activities, which may have additional notices about how
we use and disclose your information;

Operate and grow our business (e.g., conduct data analysis; audit our
activities; develop new products; enhance, improve and modify our services;
identify usage trends; determine the effectiveness of our promotional
campaigns);

Monitor and prevent fraud, money laundering, abuse, and other actual and
potential prohibited or illegal activities;

Meet legal, auditing, regulatory, insurance, security and processing
requirements;

Report to credit bureaus;

Respond to court orders and legal investigations;



Deliver marketing communications to you about our services and other
companies’ services, including offers, coupons or incentives we believe may
be of interest to you. These marketing communications may come from us
directly, or through our affiliates or third parties, including our agents who
facilitate transactions on our behalf;

Comply with applicable laws, which may include laws outside your country of
residence;

Respond to requests from public and government authorities, which may
include authorities outside your country of residence;

Cooperate with law enforcement, or for other legal reasons;

Enforce our terms and conditions;

Protect our rights, privacy, safety or property, and/or that of our affiliates, you
or others. We may also use information in other ways with your consent or as

permitted or required by applicable law.

6. Where we store your data and how we retain them

We keep information only as long as necessary. We keep information if
necessary for the purpose it was collected, or for a longer retention period as
required or permitted by law. Once information is no longer needed for its
initial purpose, it will be deleted in accordance with our policies and

procedures.



7. Disclosure of your information

EasyEuro shares and disclose information with our affiliates, vendors, and
other third parties. We share and disclose information with:

Our subsidiaries of EasyEuro and affiliated entities for the purposes described
in this Privacy Notice (EasyEuro - Kitakami Limited. is the party responsible for
the management of jointly-used Personal Information);

Our vendors or contractors that provide us with services related to information
technology, such as website hosting, data analysis, payment processing, order
fulfilment, information technology and related infrastructure provision,
customer service, and email delivery;

Our vendors that provide us with services related to our marketing
communications and campaigns, consistent with your choices, including any
applicable choices we provide for you to opt into such sharing;

Our vendors that assist us with sweepstakes, contests and other promotions;
Your social media connections, other website users and your social media
account providers if you connect your EasyEuro profile with your social media
account(s);

Other third parties in the event of a reorganization, merger, sale, joint venture,
assignment, transfer or other disposition of our business, assets or stock, or in
any bankruptcy or similar proceedings.

You consent to us disclosing your information to such entities without

obtaining your consent on a case by case basis.



8. Jurisdiction and Cross-Border Data Transfers

If you are a resident of the European Economic Area (EEA), when you give us
your Personal Information, we will protect it in accordance with the General
Data Protection Regulation (GDPR). We will also comply with the GDPR if we
process your Personal Information in the EEA. For GDPR purposes, we are the
‘controller’ of your information.
We are based in and operate from the France and United Kingdom. When you
interact with us, your information may be sent to a country other than your
own, including the France and United Kingdom, for processing and storage.
You also understand and agree that data protection rules of other countries
may be different from those of your country. In certain circumstances, courts,
law enforcement agencies, regulatory agencies or security authorities in those
other countries may be entitled to access your information.
Personal Information collected in the European Economic Area is controlled by
EasyEuro. EasyEuro maintains adequate measures, such as Model
Contractual Clauses approved by the European Commission, for the
international transfer of Personal Information collected in the EEA and

Switzerland. Please contact us if you would like more information.

9. Data security



We are seriously committed to using appropriate organizational, technical and
administrative measure to protect personal and other information. Al
information we collected is stored on our secure servers. Any payment
transactions will be encrypted with highest security standard.

As you will know, no data transmission or storage system can be guaranteed
to be 100% secure. . Although we will do our best to protect your personal
data, we cannot guarantee the security of your data during transmission, and
any transmission is at your own risk. Once we have received your information,
we will use strict procedures and security features to try to prevent

unauthorised access.

10. Marketing communication

We may liaise with third parties to deliver advertising and marketing messages
that may interest you. These companies may place or recognise a unique
cookie on your browser (including pixel tags). They may also use these
technologies, along with information they collect about your online use, to
recognize you across the devices you use, such as a mobile phone and a
laptop. For more information, and to learn how to opt out of these
technologies, visit and you may download the AppChoices app at to opt out in

mobile apps.



11. Cookie

Some of the Cookies used by us will be automatically deleted from your hard
drive at the end of your browser session (Session Cookies). We also use
Cookies which remain on your hard drive for a certain period after the end of
your browser session (Persistent Cookies). Then on your next visit, the country
and language you selected on your last visit to our Website will immediately
be recognised. These Persistent Cookies will be stored on your hard drive and
deleted by the browser after the prescribed period. These Cookies may also

include Cookies from third-party providers (Third-Party Cookies).

12. Your legal right

Your Marketing Choices

You have control over the marketing communications you receive from us.
You can opt out from receiving marketing communications from us by:
Updating your choices on your EasyEuro profile;

Clicking on the “unsubscribe” link at the bottom of an EasyEuro marketing
email;

Replying “STOP” to a text or SMS message;

Contacting us at: info@easyeuro.eu We will respond to your request as soon

as reasonably practicable. Please note that if you opt-out of receiving



marketing-related emails from us, we may still send you transactional or
administrative messages.

Accessing Your Personal Information

You can access, change or suppress your Personal Information. You can
review, correct, update, suppress, restrict or delete Personal Information that
you have given to us, or receive an electronic copy of your Personal
Information to transmit it to another company (to the extent provided to you by
applicable law), by contacting us at: info@easyeuro.eu. We will respond to
your request without undue delay. For your protection, we may need to verify
your identity before implementing your request.

Please note that we may need to keep certain information for recordkeeping
purposes or for regulatory compliance. There may also be residual information
that will remain within our databases and other records, which will not be

removed.

13. Further enquiries and complaints

Generally: EasyEuro (Kitakami Limited), is the company responsible for the
collection, use and disclosure of your Personal Information under this Privacy

Notice.



If you have questions about this Privacy Notice or our privacy practices, or
would like to request access to your information, please contact our Data
Protection Officer at or:

In the EEA: If you live in the EEA and have questions about this Privacy Notice
or our privacy practices, or would like to access your information, please
contact our EU Data Protection Officer by email to support@easyeuro.eu.

You also have the right to lodge a complaint with a supervisory authority

competent for your country or region.



